
FlowchainCoin 

Token Sale  
White Paper

Ver 1.1.1 / 2018.12.28

FLOWCHAIN

Copyright (C) 2018 The Flowchain Foundation Limited



FLOWCHAIN

Flowchain

Flowchain is the IoT and AI 

blockchain network that  built 

upon peer-to-peer IoT networks 

and ensures real-time data 

transactions.
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FlowchainCoin is the 
digital assets of  
Flowchain Network
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Flowchain encourages the 
community to support the 
network by participating in 
the activities of the 
Flowchain network.
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Team   10% Incentives for the founder and genesis team

Bounty   5% Building and reward for the community

Company  5% Reserve for marketing, advisors reward, and 
business development

Private  
Sale  20% Long-term project funding

Block  
Rewards

60% Incentives for nodes to join Flowchain mainet

Token  Metrics
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FlowchainCoin Brief

 The Digital Assets of Flowchain Network 

 Symbol : FLC 

 Type : Utility Token 》Dapp Token 

 Protocol : ERC-20 

 Distribution : Mineable & Private Sale 

 Supply : 1,000,000,000 FLC  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Angel Sale 

3,000 ETH / Sold Out

Accredited Miner 

PoS

Private Sale A 

200 TUSD = 5,000 FLC

Token Distribution Plan

Limited to accredited investors 
Token distribution: Immediately

Limited to whitelisted investors 
Token distribution: Monthly vest To be launched
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Private Sale A

Soft Cap: 2M TUSD 

Currency : ETH, TUSD, USDT 

Whitelist / KYC Required 

Distribution: Monthly Vest

 Start : December 1, 2018 

 Close : December 31, 2018 

  

 Get whitelisted at:  

 https://flowchain.co/token.html 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ABSTRACT
This paper addresses the issue of secure and trusted Inter-
net of Things (IoT) networks by adopting the emerging
blockchain technologies. This paper proposes a new hybrid
blockchain technology to address the trusted IoT issues such
as trustless communications and decentralized applications.
Besides, we also present that the pseudonymous authenti-
cation technique can use a puzzle-solving computation to
enable trustless communications for the IoT and provide the
capabilities of near real-time transactions. In our previous
work, we presented a decentralized software framework for
the IoT by using a p2p network and the concept of the
blockchain. In this paper, we outline the core components of
the hybrid blockchain and delve deeper the algorithms of the
hybrid consensus to provide the capabilities for our hybrid
blockchain technology.

Keywords
Internet of Things, Blockchain, Hybrid Consensus, Peer-to-
Peer, Trustless Computing, Decentralized

1. INTRODUCTION
The Internet of Things (IoT) devices can generate and

exchange security-critical data over the IoT network. Many
IoT networks use the public-key infrastructure (PKI) to au-
thenticate devices and ensure the data security as well as the
data privacy. The IoT device has to sign the generated data
by a digital public key, and deliver the data to the network
for exchanging. However, such authentication method tends
to be expensive for an IoT device regarding computing power
and energy consumption.

Furthermore, the blockchain technology has the decentral-
ized, secure, and private nature to become a promising idea
that can be approaching the next-generation IoT architec-
ture. Therefore, in our previous works, Flowchain and Devify
have already been proposed to build a blockchain technol-
ogy for the IoT device over a p2p network. Therefore, to
achieve a secure and inexpensive blockchain for the IoT, this
paper proposes Flowchain Hybrid Blockchain to enable fast
authentication by eliminating the concept of traditional PKI
methods. Furthermore, our work can address the technical
challenge of achieving an e�cient and secure IoT device to
exchange the captured data by the blockchain technology.

Copyright retained by the authors.

The rest of the paper is organized as follow: In Section 2
we describe the main components of the hybrid blockchain
design. In Section 3 we present the model including the
architecture, algorithms and the hybrid blockchain design.
The IoT blockchain economy is discussed in Section 4. Finally,
Section 5 concludes the paper.

1.1 Previous Works

A. Devify
Devify has already proposed a generic and comprehensive

software framework for building various types of trust IoT
networks in a decentralized manner that can execute on a
variety range of hardware devices, such as cloud servers,
mobile devices, and resource-constrained devices.

B. Flowchain
Flowchain is the blockchain technology for the IoT de-

veloped on Devify. In a blockchain network, the consensus
system can ensure the trusted transactions among all IoT
nodes in a p2p network. The blockchain for the IoT tech-
nology comprises of a p2p network system, and a consensus
system. The traditional public blockchains, such as Bitcoin
[12] and Ethereum, use proof-of-work (PoW) consensus sys-
tem; however, the PoW consensus system does not provide
the ability of near real-time transactions. Therefore, in our
previous work, Flowchain has also already proposed an IoT
blockchain technology and a mining based proof-of-stake
(PoS) miner to ensure the real-time transactions for IoT
blockchain. Consequently, IoT devices vary, e.g., resource-
constrained devices, mobile devices, and high-performance
server frames that the computing power varies from devices.
Flowchain uses the Devify software framework as the under-
lying p2p network system to implement such IoT blockchain
technology. Thus it can execute on various IoT devices.

1.2 Type of Blockchains
The blockchains could be either a public blockchain or

a private related to who is allowed to join the blockchain
network [7].

A. Public Blockchain
Anyone can join the blockchain network, meaning that the

blockchain network is entirely open to users for submitting
transactions, accessing shared ledgers, and mining. More
specifically, since the creation of Bitcoin in 2009, the public
blockchain can enable a decentralized model that it can
operate without any central authorizations; thus the public
blockchain has the natures of openness and trust.
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